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1
Decision/action requested

The group is asked to approve the proposal.
2
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3
Rationale

It is stated that SON functions may be involved for network slice optimization in “5.1 NSI resource allocation optimization” in [2]. Some descriptions are as follows:
3. SON function collects the performance data (related to the data volume, the number of registered UEs, the number of PDU sessions, UE behaviour statistics based on Charging Data Records information (TS 32.297 [20] ]), QoS parameter notifications and UE mobility event notifications from the 5GC … etc.), and utilizes the historical performance data to identify the traffic patterns for the NSIs, and predict the demand for network resources per every NSI for a given time and location. This information is analysed, for example, with assistance of the MDAS, and the information may include data from NSI constituents’ data analytics entities, such as NWDAF, e.g., regarding the load of some network functions. 
4. Based on analytics reports, current situation, and the performance optimization targets, the SON function adjusts the resource allocation (e.g. addition, reduction) for the NSIs.  If the NSI needs to be adjusted to optimize performance, e.g., configure policies, scale in or out resources, network slice management systems checks the feasibility of the change requirements and initiates the provisioning of changes
It is proposed to add some SON related information to “6.7.1 MDA-Assisted network optimization” in [1] because SON functions may need to be involved for network optimization in addition to MDAS.
4
Detailed proposal

This document proposes the following changes in TR 28.805 [1].

	1st Change


6.7
Solution for MDA-Assisted SLA assurance

6.7.1
MDA-Assisted network optimization
To enable SLA assurance within certain region area to UEs or certain group (category) of UEs, NSMF, NSSMF and NFMF use MDAF which provides MDAS to help network optimization, see figure 6.7.2.1.
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Figure 6.7.2.1: MDA-Assisted network optimization contributing to SLA assurance
1) Before network initial setting, there is fine tuning of configurations and algorithms during a trial phase of provisioning.
2) After network initial setting, NSMF, NSSMF and NFMF continually monitor network status during the runtime phase of network to make sure whether the service and network requirements are achieved. Information from 5GC and NG-RAN, such as alarms or performance measurements of 5GC NFs, alarms or performance measurements of gNBs and en-gNBs, QoE measurement, high level KPIs, etc., need to be collected frequently or on demand by the NSMF, NSSMF and NFMF.
3) When the NSMF, NSSMF and NFMF detect performance degradation which impacts the fulfilment of service or network requirements, the NSMF, NSSMF and NFMF send MDAS request to MDAF. 
4) MDAF may use historical analysis result and also collects information (e.g. by querying NG-RAN and 5GC traffic load and policies) about the current situation of the network to provide MDAS response which may include network performance data and recommended network reconfiguration settings to the NSMF, NSSMF and NFMF to help them reconfigure the resources to resolve the performance degradation. SON function may be requested to trigger network optimization.
5) The NSMF, NSSMF and NFMF reconfigure network resources with optimized configurations to minimize resource consumption for goal fulfilment.
6) During the runtime phase of network, CSMF, NSMF, NSSMF and NFMF may receive alarms, e.g., a KPI is not satisfied, or it is predicted that a KPI may not be satisfied in the near future, or the under-utilization of service capacity. SON function may be requested to perform fault handling such as fault locating, and by the assistance of MDAS, triggers self-healing operation.
· If the alarm is related to the insufficiency of resources, CSMF requests increasing service capacity via resource-facing aspects. 
· If the alarm is related to under utilization of service capacity, CSMF requests decreasing service capacity via resource facing aspects.
· If the alarm is related to unexpected and high demand from one of the services, CSMF facilitates load balancing, e.g., by updating service priorities. 
· If the alarm is due to faults in the network, e.g., malfunction of network equipment, NSMF, NSSMF and NFMF request alternative resources. 
7) CSMF gets SLA requirements assurance information from NSMF, NSSMF and NFMF, e.g., whether or not the SLA requirements are assured.

8) CSC gets SLA assurance information from CSMF, e.g., whether or not the SLA is assured.
Editor's Note 1: Deployment of MDAF is FFS.
Editor's Note 2: The figure 6.7.21 needs to be changed to align with the steps after the text is stable.
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